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KUBERNETES SECURITY,
CERTIFICATE OF COMPLETION

Certificate of Completion: CCL 5937N 
7-13 Credits 
Program Contact 
Mizan Rahman | 480-732-7109 | mizan.rahman@cgc.edu

Program Description
The Certificate of Completion (CCL) in Kubernetes Security provides
students the knowledge and skills to perform a broad range of best
practices for securing container-based applications and Kubernetes
platforms during build, deployment and runtime. This program
helps prepare students for the Kubernetes Security Specialist (CKS)
certification exam. Industry professionals in the field of information
technology security will benefit from adding a specialization in
Kubernetes security to their skill sets.

Program Notes
This program is not eligible for Title IV Federal Financial Aid.

Students must earn a grade of “C” or better in all courses required within
the program. Overall program minimum GPA = 2.00.

++ indicates any suffixed course may be selected.

Program Requirements
Program Prerequisites: None

Code Title Credits Semester
Required Courses __________
Select one of the following: 0-6 __________

CIS126DL 
& CIS238DL

Linux Operating
System 
and Linux
System
Administration

__________

CIS126RH 
& CIS238RH

Red Hat System
Administration I 
and Red
Hat System
Administration II

__________

Permission of Instructor or
Department

__________

CIS252 Introduction
to Kubernetes
Administration

4 __________

CIS255 Introduction
to Kubernetes
Security

3 __________

Total Credits 7-13 __________

See https://www.cgc.edu/CourseDescriptions for current course description information.
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